# Console de investigação de permissões efetivas (EPIC)

EPIC (Effective Permissions Investigation Console, console de investigação eficiente de permissões) proporciona um modo para administradores do sistema determinarem o acesso dos usuários a um registro individual.

Administradores de sistema, administradores de conteúdo e usuários com permissão para usar o EPIC podem iniciar o EPIC a partir de qualquer registro e visualizar os direitos e as permissões de acesso para usuários selecionados. Os administradores do sistema também podem acessar o EPIC pelo menu Administração. O EPIC permite que os administradores do sistema e os usuários com permissão para o EPIC implementem um projeto consistente de controle de acesso em todo o Archer e solucionem problemas de permissões e controle de acesso.
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## Informações de permissões sobre cada usuário selecionado

* Informações básicas do usuário. Exibe ID do usuário, nome de usuário, status de atividade do usuário e indica se o usuário recebeu as funções de Administrador do sistema ou administrador de conteúdo. Usuários inativos e bloqueados têm as informações esmaecidas, a menos que a exibição ativa esteja selecionada.
* Módulo. Exibe as permissões gerais para Criar, Ler, Atualizar e Excluir módulos, além das funções que concedem acesso ao registro. Uma marca de seleção indica que o usuário tem privilégios de acesso; um sinal de proibição indica que o usuário não tem acesso.
* Conteúdo. Exibe as permissões gerais para Criar, Ler, Atualizar e Excluir no nível do campo, além de detalhes que mostram quais campos no registro são campos de permissão. Uma marca de seleção indica que o usuário tem privilégios de acesso; um sinal de proibição indica que o usuário não tem acesso.
* Permissão efetiva. Exibe o acesso geral e total ao registro com base nos privilégios de acesso ao módulo e ao conteúdo. Uma marca de seleção indica que o usuário tem permissão efetiva; um sinal de proibição indica que o usuário não tem permissão efetiva.

## Exibições Resumo e Detalhes

A exibição Resumo mostra as permissões efetivas gerais. A exibição Detalhas apresenta as permissões por função, grupo e nome para mostrar as permissões gerais de módulo e conteúdo.

## Criar uma função de acesso ao EPIC

1. No menu, clique em ![menu Admin](data:image/png;base64,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) > Controle de acesso > Funções de Acesso.
2. Clique em ![Adicionar](data:image/png;base64,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).
3. Na seção Informações gerais, informe um nome e uma descrição para a função de acesso, como Investigar acesso.
4. (Opcional) Para informar um alias, clique em Salvar e digite um nome de alias.
5. (Opcional) Para definir a função de acesso como padrão para todos os usuários e grupos, clique em Atribuir como padrão.
6. (Opcional) Na seção Atribuições do grupo, atribua grupos para a função de acesso.
7. Na guia Direitos, marque as caixas de seleção para Criar, Ler, Atualizar e Excluir, conforme necessário.
8. (Opcional) [Crie um grupo](../accesscontrol/ac_grps_adding.htm) que atribui automaticamente a permissão para Investigar acesso de leitura e adicione usuários ao grupo.
9. Clique em Salvar ou em Salvar e fechar.
   * Para aplicar as alterações e continuar trabalhando, clique em Salvar.
   * Para salvar e sair, clique em Salvar e fechar.

## Atribuir uma permissão de usuário ao EPIC

1. No menu, clique em ![menu Admin](data:image/png;base64,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) > Controle de acesso > Usuários.
2. Clique na guia Funções.
3. Clique em Pesquisa.
4. Na lista Disponíveis, expanda a árvore Funções e clique na função de acesso ao EPIC a ser atribuída, como Investigar acesso.

* **Observação:** Para pesquisar uma função específica, digite o nome da função no campo Localizar e, se aplicável, selecione o tipo na lista adjacente. Clique em ![Search](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABUAAAAUCAYAAABiS3YzAAAAAXNSR0IArs4c6QAAAARnQU1BAACxjwv8YQUAAAAJcEhZcwAADsMAAA7DAcdvqGQAAADpSURBVDhP5ZI7CsJAEEC9hb29vQfwFh7Aykbs7CxzAjsb8QR6AcEPCGIhCBLETtDGynblLRkhmd1sErDRB8syM9mXYXdq5gv8iHQTP810fbN7GZzS+eFh2tHe1HvLzyImXwQlpavGYGVXtLjaTtklV6RrJe2Mj/Zwtiv5GfUQSsrB7uSURGnIUw+hpNxff3ZOojTkqYdQ0tZoZx/FBXnqIZSUR6Gb7N0Rk6ceQklBBM3h1nbHTiwPdbm/ki/dOKXAKCFAyk7MRCDnCvLEXqkPuR7X2AmlpcBoidhFJSkg9s1zZWkefy015g3hNDW3lScttgAAAABJRU5ErkJggg==). Os resultados de sua pesquisa são exibidos na lista Disponível do nó Resultados da pesquisa.

1. Clique em OK.
2. Clique em Salvar ou em Salvar e fechar.
   * Para aplicar as alterações e continuar trabalhando, clique em Salvar.
   * Para salvar e sair, clique em Salvar e fechar.

## Exibir permissões efetivas da página Resultados da pesquisa

Usuários: administradores do sistema e proprietários de módulo

1. Vá até a página Resultados da pesquisa.
   1. No menu, clique na solução.
   2. Clique no aplicativo ao qual pertence o registro.
2. Selecione o registro cujas permissões efetivas você deseja exibir.
3. Clique em ![Reticências](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABwAAAAICAYAAADqSp8ZAAAAAXNSR0IArs4c6QAAAARnQU1BAACxjwv8YQUAAAAJcEhZcwAAFiUAABYlAUlSJPAAAABtSURBVDhPY4AB+fr7HJIFh6xBGMSGCmMAqqiTyDtqKpZ78IF47qH/IAxig8Sg0nBAFXUg25ElkRUhu4xq6kBeRpeEYZAc1BzqqaOaQVBAUB3VggoKiFJHlcSABIhSB7Id5GUQRnYxOqBMHQMDAHo5MeCmmq9sAAAAAElFTkSuQmCC) e selecione Acessar.
4. No campo Usuários, clique em ![Reticências](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABwAAAAICAYAAADqSp8ZAAAAAXNSR0IArs4c6QAAAARnQU1BAACxjwv8YQUAAAAJcEhZcwAAFiUAABYlAUlSJPAAAABtSURBVDhPY4AB+fr7HJIFh6xBGMSGCmMAqqiTyDtqKpZ78IF47qH/IAxig8Sg0nBAFXUg25ElkRUhu4xq6kBeRpeEYZAc1BzqqaOaQVBAUB3VggoKiFJHlcSABIhSB7Id5GUQRnYxOqBMHQMDAHo5MeCmmq9sAAAAAElFTkSuQmCC).
5. Selecione os usuários.
6. Clique em OK.
7. Clique em Verificar.

## Exibir permissões efetivas do Menu de administração

Usuários: administradores do sistema e os usuários com permissão ao EPIC

1. No menu, clique em ![menu Admin](data:image/png;base64,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) > Controle de acesso > Investigar Acesso.
2. No campo ID do conteúdo, digite o ID do conteúdo do registro cujo acesso você deseja exibir.
3. No campo Usuários, clique em ![Reticências](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABwAAAAICAYAAADqSp8ZAAAAAXNSR0IArs4c6QAAAARnQU1BAACxjwv8YQUAAAAJcEhZcwAAFiUAABYlAUlSJPAAAABtSURBVDhPY4AB+fr7HJIFh6xBGMSGCmMAqqiTyDtqKpZ78IF47qH/IAxig8Sg0nBAFXUg25ElkRUhu4xq6kBeRpeEYZAc1BzqqaOaQVBAUB3VggoKiFJHlcSABIhSB7Id5GUQRnYxOqBMHQMDAHo5MeCmmq9sAAAAAElFTkSuQmCC).
4. Selecione os usuários.
5. Clique em OK.
6. Clique em Verificar.

## Relatório de permissões efetivas de e-mail

1. Vá até a página Resultados da pesquisa.
   1. No menu, clique na solução.
   2. Clique no aplicativo ao qual pertence o registro.
2. Selecione o registro cujas permissões efetivas você deseja exibir.
3. Clique em ![Reticências](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABwAAAAICAYAAADqSp8ZAAAAAXNSR0IArs4c6QAAAARnQU1BAACxjwv8YQUAAAAJcEhZcwAAFiUAABYlAUlSJPAAAABtSURBVDhPY4AB+fr7HJIFh6xBGMSGCmMAqqiTyDtqKpZ78IF47qH/IAxig8Sg0nBAFXUg25ElkRUhu4xq6kBeRpeEYZAc1BzqqaOaQVBAUB3VggoKiFJHlcSABIhSB7Id5GUQRnYxOqBMHQMDAHo5MeCmmq9sAAAAAElFTkSuQmCC) e selecione Acessar.
4. No campo Usuários, clique em ![Reticências](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABwAAAAICAYAAADqSp8ZAAAAAXNSR0IArs4c6QAAAARnQU1BAACxjwv8YQUAAAAJcEhZcwAAFiUAABYlAUlSJPAAAABtSURBVDhPY4AB+fr7HJIFh6xBGMSGCmMAqqiTyDtqKpZ78IF47qH/IAxig8Sg0nBAFXUg25ElkRUhu4xq6kBeRpeEYZAc1BzqqaOaQVBAUB3VggoKiFJHlcSABIhSB7Id5GUQRnYxOqBMHQMDAHo5MeCmmq9sAAAAAElFTkSuQmCC).
5. Selecione os usuários.
6. Clique em OK.
7. Clique em Verificar.
8. Clique em E-mail.
9. Execute um destes procedimentos:
   * Para enviar por e-mail um link para o relatório de permissões efetivas, clique em
   * Para enviar por e-mail um PDF do relatório de permissões, clique em

## Exporte o relatório de permissões efetivas

1. Vá até a página Resultados da pesquisa.
   1. No menu, clique na solução.
   2. Clique no aplicativo ao qual pertence o registro.
2. Selecione o registro cujas permissões efetivas você deseja exibir.
3. Clique em ![Reticências](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABwAAAAICAYAAADqSp8ZAAAAAXNSR0IArs4c6QAAAARnQU1BAACxjwv8YQUAAAAJcEhZcwAAFiUAABYlAUlSJPAAAABtSURBVDhPY4AB+fr7HJIFh6xBGMSGCmMAqqiTyDtqKpZ78IF47qH/IAxig8Sg0nBAFXUg25ElkRUhu4xq6kBeRpeEYZAc1BzqqaOaQVBAUB3VggoKiFJHlcSABIhSB7Id5GUQRnYxOqBMHQMDAHo5MeCmmq9sAAAAAElFTkSuQmCC) e selecione Acessar.
4. No campo Usuários, clique em ![Reticências](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABwAAAAICAYAAADqSp8ZAAAAAXNSR0IArs4c6QAAAARnQU1BAACxjwv8YQUAAAAJcEhZcwAAFiUAABYlAUlSJPAAAABtSURBVDhPY4AB+fr7HJIFh6xBGMSGCmMAqqiTyDtqKpZ78IF47qH/IAxig8Sg0nBAFXUg25ElkRUhu4xq6kBeRpeEYZAc1BzqqaOaQVBAUB3VggoKiFJHlcSABIhSB7Id5GUQRnYxOqBMHQMDAHo5MeCmmq9sAAAAAElFTkSuQmCC).
5. Selecione os usuários.
6. Clique em OK.
7. Clique em Verificar.
8. Clique em Exportar.
9. Selecione o formato de exportação.
10. Clique em OK.

## Imprima o relatório de permissões efetivas

1. Vá até a página Resultados da pesquisa.
   1. No menu, clique na solução.
   2. Clique no aplicativo ao qual pertence o registro.
2. Selecione o registro cujas permissões efetivas você deseja exibir.
3. Clique em ![Reticências](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABwAAAAICAYAAADqSp8ZAAAAAXNSR0IArs4c6QAAAARnQU1BAACxjwv8YQUAAAAJcEhZcwAAFiUAABYlAUlSJPAAAABtSURBVDhPY4AB+fr7HJIFh6xBGMSGCmMAqqiTyDtqKpZ78IF47qH/IAxig8Sg0nBAFXUg25ElkRUhu4xq6kBeRpeEYZAc1BzqqaOaQVBAUB3VggoKiFJHlcSABIhSB7Id5GUQRnYxOqBMHQMDAHo5MeCmmq9sAAAAAElFTkSuQmCC) e selecione Acessar.
4. No campo Usuários, clique em ![Reticências](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABwAAAAICAYAAADqSp8ZAAAAAXNSR0IArs4c6QAAAARnQU1BAACxjwv8YQUAAAAJcEhZcwAAFiUAABYlAUlSJPAAAABtSURBVDhPY4AB+fr7HJIFh6xBGMSGCmMAqqiTyDtqKpZ78IF47qH/IAxig8Sg0nBAFXUg25ElkRUhu4xq6kBeRpeEYZAc1BzqqaOaQVBAUB3VggoKiFJHlcSABIhSB7Id5GUQRnYxOqBMHQMDAHo5MeCmmq9sAAAAAElFTkSuQmCC).
5. Selecione os usuários.
6. Clique em OK.
7. Clique em Verificar.
8. Clique em Imprimir.
9. Clique em OK.